N15AAAY Trust Root CA UusEuUU{URN1S Windows
1. dlevhnisandluanlvd TUCTrustedCert.cer annszuvvaludusasdidnnseiing
(https://cert.nu.ac.th) ¥n1saanundilng \deneda Install Certificate

> Downloads > TUCTrustedCert W C <
Name Date modified
v Yesterday
s TUCTrustedCert 29/6/2566 15:17
¥ O @ ® W
s Open Enter
§@ Open with >

Install Certificate

77 Add to Favorites

£ Compress to ZIP file

Copy as path Ctrl+Shift+C
S KB /2 Properties Alt+Enter
—
2. Aanyu Open
Open File - Security Warning X

Do you want to open this file?

Name: ..al\Downloads\TUCTrustedCert\TUCTrustedCert.cer
ﬂ Publisher: Unknown Publisher

Type: Security Certificate

From: CAUsers\warissaral\Downloads\TUCTrustedCert\T...

Open Cancel

Always ask before opening this file

While files from the Internet can be useful, this file type can
! potentially harm your computer. If you do not trust the source,
do not open this software. What's the risk?
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AanUu Next

£# Certificate Import Wizard

Welcome to the Certificate Import Wizard

This wizard helps you copy certificates, certificate trust lists, and certificate revocation
lists from your disk to a certificate store.

A certificate, which is issued by a certification authority, is a confirmation of your identity
and contains information used to protect data or to establish secure network
connections. A certificate store is the system area where certificates are kept.

Store Location
© current User

(O Local Machine

To continue, dick Next.
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4. \en Place all certificates in the following store ugaAaNYx Browse...

«

£+ Certificate Import Wizard

Certificate Store
Certificate stores are system areas where certificates are kept.

() Automatically select the certificate store based on the type of certificate

© Place all certificates in the following store
Certificate store:

Windows can automatically select a certificate store, or you can specify a location for
the certificate.

Select Certificate Store

Select the certificate store you want to use.

Browse...

5. ¥n1siaen Trusted Root Certification Authorities uaiaanyy OK

-~ | Personal

Bl Trusted Root Certification Authorities
| Enterprise Trust

| Intermediate Certification Authorities
| | Trusted Publishers

L T Lintrieted Certifirates

() show physical stores

OK ‘ Cancel

re

Cancel
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6. manUu N

&«

ext

£* Certificate Import Wizard

Certificate Store
Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location for

the certificate.

() Automatically select the certificate store based on the type of certificate

© Place all certificates in the following store
Certificate store:

Trusted Root Certification Authorities Browse...

7. Aanyy Finish

&«

£# Certificate Import Wizard
Completing the Certificate Import Wizard
The certificate will be imported after you dick Finish.
You have spedfied the following settings:
Certificate Store Selected by User Trusted Root Certification Authorities
Content Certificate
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AanUa Yes Livayinn1sgudunisinga CA

Security Warning

You are about to install a certificate from a certification
authority (CA) claiming to represent:

Thai University Consortium Certification Authority

Windows cannot validate that the certificate is actually from
“Thai University Consortium Certification Authority”. You
should confirm its origin by contacting "Thai University
Consortium Certification Authority’. The following number
will assist you in this process:

Thumbprint (shal): 90A1B4ED 726D 1BD9 24AFF496 792AE67C
80918524

Warning:

If you install this root certificate, Windows will automatically
trust any certificate issued by this CA, Installing a certificate
with an unconfirmed thumbprint is a security risk. If you click
"Yes® you acknowledge this risk.

Do you want to install this certificate?

No

panUu OK \usdwaseduludiuveinisings n1sAnge Trust Root CA UusEUUUR{URNTS

Windows

Certificate Import Wizard X

o The import was successful,
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N15AAAY Trust Root CA ¥a3 TUC dmsu Foxit PDF Editor Pro
Walusunsu Foxit PDF Editor Pro Lﬁaﬂlﬂ‘ﬁml& Protect -> Sign & Certify -> Trusted

Certificates %39310 Tools Wizard -> &Trusted Certificates -> Use Now

Start - Foxit PDF Editor

Protect Foxit eSign Share Accessibility Help Q1

/) /)
& B & & ¢ 8
Restrict Batch Settings Sensitivity Fill & Sign& TimeS Validate
Access¥ Encrypt v v Sign Certify ™
”. Place Signature..
Sign Documen
Certify with V
. a Certify without Vis
&Trusted Certificates
: (3] Digital IDs
it Manage trusted certificates for )
digital signatures {3 Trusted Certificates e
Use Now Use Now

Tool Wizard (Frequently used tools)

Edit PDF &Trusted Certificates
Edit document and text format Manage trusted certificates for

digital signatures

INVINLAEY NBIUINISINALLLATENSAUNALAZN15E0E1S NS, 0-5596-1500



2. nady Add

Trusted Certificates

s

Edit... Add... View... Export... Delete
Name Issued by Trust Expired Date
CFCA ACS CA CFCA ACS CA Trusted Root 2035/09/28
CFCA ACS OCA31 CFCA ACS CA Trusted Root 2035/09/22
CFCA Identity CA CFCA Identity CA Trusted Root 2040/06/30
Class 1 Public Primary Cer... VeriSign, Inc. Trusted Root 2028/08/01
Class 2 Public Primary Cer... VeriSign, Inc. Trusted Root 2028/08/01
Class 3 Public Primary Cer... VeriSign, Inc. Trusted Root 2028/08/02
DigiCert Assured ID Root.. DigiCert Assured ID Roo.. Trusted Root 2031/11/10
Entrust.net Certification A.. Entrust.net Certification.. Trusted Root 2029/07/24
Foxit Software GlobalSign GCC R6 AATL.. Trusted Root 2023/10/21
GDCA TrustAUTH R5 ROOT GDCA TrustAUTH R5 RO...  Trusted Root 2040/12/31
GlobalSign Root E46 GlobalSign Root E46 Trusted Root 2046/03/20
GlobalSign Root CA GlobalSign Root CA Trusted Root 2028/01/28
GlobalSign GlobalSign Trusted Root 2029/03/18
GlobalSign Root R46 GlobalSign Root R46 Trusted Root 2046/03/20
GlobalSign GlobalSign Trusted Root 2038/01/19
GlobalSign GlobalSign Trusted Root 2034/12/10
HRCA HRCA Trusted Root 2026/12/14
Name: Autoridad de Certificacion Firmaprofesional CIF A62634068
Issuer: Autoridad de Certificacion Firmaprofesional CIF A62634068
Valid from: 2009.05.20 08:38:15 Z
Valid to: 2030.12.31 08:38:15 Z
Intended key usage: Key Cert Sign, Offline Crl Sign, CRL signing
Close

3. ¥n15inlnd TUCTrustedCert.cer % Download 1luLasae waedntden

# TUCTrustedCert.cer h
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91ntuIrUsING Thai University Consortium Yy vi1n15aanyt Thai University

a _a

Consortium lagaanys Edit..

Trusted Certificates

| Edit... e Add.. View.. Export... Delete

Name Issued by Trust Expired Date
| Thai University Consortiu.. Thai University Consortiu.. Non-Trusted Rooto 2030/03/25 l
Autoridad de Certificacio.. Autoridad de Certificaci.. Trusted Root 2030/12/31
Autoridad de Certificacio.. Autoridad de Certificaci.. Trusted Root 2036/05/05
BJCA DocSign CA3 BJCA Global Root CA3 Trusted Root 2034/12/15
BJCA Global Root CA1 BJCA Global Root CA1 Trusted Root 2044/12/12
BJCA Global Root CA3 BJCA Global Root CA3 Trusted Root 2044/12/12
BJCA TimeStamp CA1 BJCA Global Root CA1 Trusted Root 2034/12/15
MeSince Identity CA MeSince Identity CA Trusted Root 2043/01/22
CA WoTrus Root CA WoTrus Root Trusted Root 2043/01/22
CCA India 2014 CCA India 2014 Trusted Root 2024/03/05
CCA India 2015 SPL CCA India 2015 SPL Trusted Root 2025/01/29
CFCA ACS OCA33 CFCAACS CA Trusted Root 2035/09/05
CFCA ACS OCA34 CFCAACSCA Trusted Root 2035/09/04
CFCAACSCA CFCAACS CA Trusted Root 2035/09/28
CFCA ACS OCA31 CFCAACSCA Trusted Root 2035/09/22
CFCA Identity CA CFCA Identity CA Trusted Root 2040/06/30
Class 1 Public Primarv Cer... VeriSian. Inc. Trusted Root 2028/08/01

Name: Thai University Consortium Certification Authority

Issuer: Thai University Consortium Certification Authority

Valid from: 2020.03.25 13:30:17 Z

Valid to: 2030.03.25 13:30:17 Z

Intended key usage: Digital Signature, Key Cert Sign, Offline Crl Sign, CRL signing

Close

[
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5. yhmsean v auguuazadniu OK

{Edit Certificate Trust

Certificate Details

Subject:  Thai University Consortium Certification Authority
Issuer:  Thai University Consortium Certification Authority
Usage: Digital Signature, Key Cert Sign, Offline Crl Sign, CRL signing

Expiration:  2030.03.25 20:30:17

Trust

A certificate used to sign a document must either be designated as a trust anchor or
chain up to a trust anchor in order for signature validation to succeed. Revocation
checking is not performed on or above a trust anchor.

Use this certificate as a trusted root ‘
| If signature succeeds, trust this certificate for:

Validating Signatures

f Validating Certified Documents ‘

* Cancel
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6. Thai University Consortium 9ziUaguiu Trusted Root Wuduiadaduluns n1sansis
Trust Root CA ¥83¢ TUC dw3u Foxit PDF Editor Pro

rusted Certificates

Edit... Add... View... Export... Delete
Name Issued by Trust Expired Date
|| Thai University Consortiu... Thai University Consortiu.. Trusted Root 2030/03/25 I
utoridad de Certificaci... rusted Root 2030/12/31
Autoridad de Certificacio.. Autoridad de Certificaci.. Trusted Root 2036/05/05
BJCA DocSign CA3 BJCA Global Root CA3 Trusted Root 2034/12/15
BJCA Global Root CA1 BJCA Global Root CA1 Trusted Root 2044/12/12
BJCA Global Root CA3 BJCA Global Root CA3 Trusted Root 2044/12/12
BJCA TimeStamp CA1 BJCA Global Root CA1 Trusted Root 2034/12/15
MeSince Identity CA MeSince Identity CA Trusted Root 2043/01/22
CA WoTrus Root CA WoTrus Root Trusted Root 2043/01/22
CCA India 2014 CCA India 2014 Trusted Root 2024/03/05
CCA India 2015 SPL CCA India 2015 SPL Trusted Root 2025/01/29
CFCA ACS OCA33 CFCAACS CA Trusted Root 2035/09/05
CFCA ACS OCA34 CFCA ACS CA Trusted Root 2035/09/04
CFCAACS CA CFCA ACS CA Trusted Root 2035/09/28
CFCA ACS OCA31 CFCA ACS CA Trusted Root 2035/09/22
! CFCA Identity CA CFCA Identity CA Trusted Root 2040/06/30
Class 1 Public Primarv Cer... VeriSian. Inc. Trusted Root 2028/08/01

| | Name: Thai University Consortium Certification Authority

Issuer: Thai University Consortium Certification Authority

Valid from: 2020.03.25 13:30:17 Z

Valid to: 2030.03.25 13:30:17 Z

| | Intended key usage: Digital Signature, Key Cert Sign, Offline Crl Sign, CRL signing

Close

o o
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N15AAAY User Certificate a1u5uldsuwnsy Foxit PDF Editor Pro
JUAULIN ABINNT3AARY Digital Certificate vasmuLasasluATOIABUNIMBIUITDRUNTAIN
foansivunlavinnstudunuesinuszuuvalususeasdiannsaiing

(https://cert.nu.ac.th) laglidazawheumana p12 hnsdudandniilng)

 sarunruda@nu.acth.p12 «

91NTULGEN Current User wazAanUu Next

2* Certificate Import Wizard

Welcome to the Certificate Import Wizard

This wizard helps you copy certificates, certificate trust lists, and certificate revocation
lists from your disk to a certificate store.

A certificate, which is issued by a certification authority, is a confirmation of your identity
and contains information used to protect data or to establish secure network
connections. A certificate store is the system area where certificates are kept.

Store Location
© Current User «

() Local Machine

To continue, dick Next.

Next Cancel

o o
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3. AAnUu Next anASS

“

£* Certificate Import Wizard

File to Import
Specify the file you want to import.

File name:
C:\Users\sarunruda\Desktop\sarunruda@nu.ac.th.p12 Browse...

Note: More than one certificate can be stored in a single file in the following formats:
Personal Information Exchange- PKCS #12 (.PFX,.P12)
Cryptographic Message Syntax Standard- PKCS #7 Certificates (.P7B)
Microsoft Serialized Certificate Store (.SST)

Cancel
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4. 1d Password vadlwg Digital Certificate vadglduazaan \/ng“d NNTUNAYN Next

& &* Certificate Import Wizard

Private key protection
To maintain security, the private key was protected with a password.

Type the password for the private key,
Password:
S0 RRRRRRRIRRNITSY b ‘
(] Display Password

Import options:

‘ 8 Enable strong private key protection. You will be prompted every time the
private key is used by an application if you enable this option.

8 Mark this key as exportable. This will allow you to back up or transport your
keys at a later time.

Protect private key using virtualized-based security(Non-exportable)

‘ 8 Indude all extended properties.
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5.

\@an Automatically select the certificate store based on the type of certificate

NnuAGAUN Next
& &* Certificate Import Wizard

Certificate Store
Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location for
the certificate.

‘o Automatically select the certificate store based on the type of certificate
(O Place all certificates in the following store

Certificate store

Browse...

o Nt | Concel
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6. Aanyy Finish

& £* Certificate Import Wizard

Completing the Certificate Import Wizard

The certificate will be imported after you dick Finish,

You have spedified the following settings:
Certificate Store Selected Automatically determined by the wizard

Content PFX
File Name C:\Users\sarunruda\Desktop\sarunruda@nu.ac.th.p12

7. ymsadnyu OK

Importing a new private exchange key X

An application is creating a Protected item.

CryptoAP| Private Key

Security level set to Medium Set Security Level...

# OK Cancel Details...
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8. manUn OK 8nase iWuduasadulunishinss Digital Certificate adAsasnauiames

—
Certificate Import Wizard X

o The import was successful.
s ok

9. nUuAlUSUNTY Foxit PDF Editor Pro Litaviin1siiiy Certificate dmsuglda lnglun
\uy Protect 1dan Sign & Certify w&manidonads Digital IDs

Start - Foxit PDF Editor

Prove Foxit eSign Share Accessibility Help Q
/) /) !
@ B e B
Restrict Batch Settings Sensitivity Fill & Sign & Time Stamp Validate
\ccess™ Encrypt 7 v Sign |CertifyY Document
Place S re...

a Certify without Visible Signature..
&Trusted Certificates ‘
i E Digital IDs
Manage trusted certificates for as
digital signatures {3 Trusted Certificates
Digital IDs
Use Now Manage digital IDs through

Windows certificate stores

0 Tell me more
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10. AinYy Add ID

| Digital IDs

8=+ Add | Certificate Details Export C 5 Refresh Remove ID
|

Name Issuer Storage Mechanism Expires

11. \d8n My existing digital ID from a file 31n1uAGNUY Next
Add Digital ID

| want to sign this document using:

© My existing digital ID from a file ‘

(O A new digital ID | want to create now

Cancel * Next
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12. 1ntupinUu Browse Liveliiulvld Digital Certificate Mlavinn1sudunuiesiiszuuve
Tususasdidnnsaiind (Digital Certificate) lnglvidaziluasinewnana .p12 aniuviinis
1d Password vealwld Certificate voslduaznadu Next

Add Digital ID X

Browse for a digital ID file. Digital ID files are password protected and require your
password in order to be opened.

File Name:
C\Users\sarunruda\Desktop\sarunruda@nu.ac.th.p12 Browse...
Password:
9000000000 OCOCKOIGINIS
Cancel Back Next

13. Azuans¥orldarunagadnUy Finish

Add Digital ID X

The following digital IDs will be added to your list of digital IDs that you can use for
signing or encryption:

Name Issuer Expires
Sarunrud Aroonmit  Naresuan University Certification .. 2024-7-7 12:11:34

o

Cancel Back Finish
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14. Judwasadulu n1sAnne User Certificate a1sulUswnsy Foxit PDF Editor Pro

| Digital IDs
|8—+ Add ID 8@ Certificate Details [__/; Export C 5 Refresh @ Remove ID
Name Issuer Storage Mechanism Expires
Sarunrud Aroonmit <sarunruda.. Naresuan University Certificatio.. Windows Certificate Stor‘ 2024.07.07 12:11:34 Z
Sarunrud Aroonmit <sarunruda.. Sarunrud Aroonmit <sarunruda... Digital ID File 2024.07.07 12:11:34 Z

Name: Sarunrud Aroonmit <sarunruda@nu.ac.th>

Issuer: Naresuan University Certification Authority

Valid from: 2023.06.28 19:11:34 +07'00'

Valid to: 2024.07.07 19:11:34 +07'00'

Intended key usage: Digital Signature, Key Encipherment

o o
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